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**Dr Jacob Victor Ganta,** B.E, M.Tech, PhD, CISA

**Executive Director**

**APTS/SOC/Assurance/2018/ITE&C Department, Dated: 08.08.2019**

To

The Special Officer (Portal),

Information Technology, Electronics & Communications Department,

4th Block, 1st Floor,

A.P Secretariat Office,

Velagapudi,

Guntur - 522503

Sir,

Sub:- APTS-ITE&C Department-Web Applications Security Audit –reg.

Ref: 1. Audit Reports shared by APTS.

2. G.O MS 4, Dated 10-01-2019 of ITE&C Department

As per G.O MS 4, Dated 10-01-2019 of ITE&C Department mandating that all Critical Information Infrastructure to undergo Mandatory Security Audits by all Secretariat Departments/ HoDs/ PSUs/ Societies and Institutions by the nodal agency i.e APTS.

APTS has received **16** web applications from ITE&C Department for Vulnerability Assessment and Pentesting testing on OCT 2018. APTS has completed initial and confirmatory audits and shared VAPT reports with SPoC of your department. As per ref 2nd cited above the identified issues should be addressed within 2-3weeks (PARA No 6 and point (f&g)).However APTS isn’t received any communication from the department on fixing the vulnerabilities. If any cyber security adversities happened on your infrastructure APTS and ITE&C department is not responsible.

It is requested to fix the open vulnerabilities immediately

Thanking you,

**Your’s faithfully,**

**Executive Director**